
iCloud is tied to your Apple ID
iCloud securely stores your photos, videos, documents, music, apps, and more — and 
keeps them updated across all your devices. So you always have access to what you 
want, wherever you want it.

Keep devices up-to-date to maintain security.
(This includes software & hardware)
--TWO-FACTOR AUTHENTICATION--
Because your password alone is no longer enough to access your account, two-
factor authentication dramatically improves the security of your Apple ID and all the 
personal information you store with Apple.
Once signed in, you won’t be asked for a verification code on that device again unless 
you sign out completely, erase the device, or need to change your password for 
security reasons. When you sign in on the web, you can choose to trust your browser, 
so you won’t be asked for a verification code the next time you sign in from that 
computer.

TRUST = CONTROL 
(Only trust a device that you control who has access to it.)

iCloud Keychain keeps your Safari website usernames and passwords, credit card 
information, and Wi-Fi network information up to date across all of your approved 
devices that are using iOS 7.0.3 or later or OS X Mavericks 10.9 or later.
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